








on the staff directory (intranet and for some staff, the website) 

• in publications such as, but not limited to, Faculty/ College newsletters, staff
newsletters, University news articles and promotional / marketing publications which
may be printed, circulated electronically or accessible on the intranet and internet. If
you are at any event where there is photography and you do not wish to be in the
photography, please speak to the photography to ensure that you are not close
enough in shot to be identifiable.

Where the organisation relies on legitimate interests as a reason for processing data, it has 
considered whether or not those interests are overridden by the rights and freedoms of 
employees or workers and has concluded that they are not. 

Some special categories of personal data, such as information about health or medical 
conditions, is processed to carry out employment law obligations (such as those in relation 
to employees with disabilities and for health and safety purposes). Information about Trade 
union membership is processed to allow the organisation to operate check-off for Trades 
union subscriptions. 

Where the organisation processes other special categories of personal data, such as 
information about ethnic origin, sexual orientation, health or religion or belief, this is done for 
the purposes of equal opportunities monitoring. 

You have some obligations under your employment contract to provide BCU with data. In 
particular, you are required to report absences from work and may be required to provide 
information about disciplinary or other matters under the terms of your employment contract, 
professional regulatory requirements or under the implied duty of good faith. You may also 
have to provide the organisation with data in order to exercise your statutory rights, such as 
in relation to statutory leave entitlements. Failing to provide the data may mean that you are 
unable to exercise your statutory rights. If you do not provide certain information when 
requested, we may also not be able to perform the employment contract we have entered 
into with you (such as paying you or providing a benefit), or we may be prevented from 
complying with our legal obligations (such as to ensure the health and safety of our workers). 

We will only use your personal information for the purposes for which we collected it, unless 
we reasonably consider that we need to use it for another reason and that reason is 
compatible with the original purpose. If we need to use your personal information for an 
unrelated purpose, we will notify you and we will explain the legal basis, which allows us to 
do so. 

4. Who has access to the data?

Employee information may be shared internally to fulfill the purposes of the data processing 
(see 'How we use your personal data'), including but not limited to members of the HR 
team, Learning & Development, Health & Safety, Payroll, employee line managers, 
managers in the business area in which employees work, University Management and 
specific IT staff. In certain departments, personal phone numbers will be shared within the 
team in order to facilitate shift rotas or for other similar purposes. 

BCU may share your data with third parties in order to obtain pre-employment references 
from other employers, obtain employment background checks from third-party providers 
and obtain necessary criminal records checks from the Disclosure and Barring Service. The 
organisation may also share your data with third parties in the context of a sale of some or 
all of its business. In these circumstances BCU will always ensure appropriate controls are 
in place to ensure your data is safe and is only used if necessary for the allowed purpose, 
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If you have any questions, comments or concerns about how we use or handle your personal 
data please contact the Data Protection Officer using the contact details in section 8 above. 

If you are not content with the how we handle your information we would ask you to contact 
our Data Protection Officer to help you in the first instance. However, you do also have the 
right to complain directly to the Information Commissioner at: Information Commissioner's 
Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF. Information about the 
Information Commissioner is available at https://ico.org.uk/make-a-complaint/. 

11. Changes to this privacy notice

This privacy notice may be updated from time to time so you may wish to check it each time 
you submit personal information to BCU. The date of the most recent versions will appear on 
this page (see version control). We encourage you to check our privacy notice from time to 
time to ensure you understand how your data will be used and to see any minor updates. If 
material changes are made to the privacy notice, for instance how we would like to use your 
personal data, we will provide a more prominent notice (including, for certain services, email 
notification or correspondence of privacy notice changes). 

Version: 13 
Updated: 09 September 2024 
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